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RiSK POLITIKASI
1. AMAC VE KAPSAM

Bu Politika’nin amaci, Adm Elektrik risk ydnetimi stratejisi ve risk yonetimi ¢cergevesine iligkin
genel ilkeleri ve yonetim prensiplerini agiklamaktir. Bu politika, risk yonetimi stratejisi ve risk
yonetimi ¢cergevesine iliskin genel ilkeleri ve yonetim prensiplerini kapsar.

Bu Politika hukamleri, Adm Elektrik tim ¢alisanlari igin gegerlidir.
2. DAYANAK
Risk Ydnetimi Politikasi, 6362 sayili Sermaye Piyasasi Kanunu, 6102 sayili Turk Ticaret

Kanunu, 11-17.1 sayih “Kurumsal Yonetim Tebligi” (“Teblig”) ve ekinde yer alan kurumsal
yonetim ilkeleri de dahil olmak Gzere Sermaye Piyasasi Kurulu (“SPK”) dizenlemeleri, diger
yasal dizenlemeler ile Sirket Esas Sozlesmesi'nin (“Esas Sozlegsme”) ilgili hUkdmleri

dikkate alinarak duzenlenmisgtir.
3. SORUMLULUK

Risk Ydnetimi faaliyetlerine iliskin yillik plan ve politikalarin olusturulmasindan Riskin Erken
Saptanmasi Komitesi araciidi ile Yonetim Kurulu; plan ve politikalara paralel olarak
destekleyici dokimantasyonun olusturulmasindan ve risk yonetim faaliyetlerinin
uygulanmasindan Sirket’in risk yonetiminden sorumlu ydneticisi/luzmani veya hukuk ve
uyum yoneticisi sorumludur.

4. TANIMLAR

Bu Politika’da gecen;

Sirket; Adm Elektrik’i,

Yonetim Kurulu; ADM Elektrik Yonetim Kurulu'nu,

Riskin Erken Saptanmasi Komitesi; bundan bdyle Komite olarak anilacaktir, her ikisi
birden Sirket’in Yonetim Kurulu blinyesinde kurulan riskin erken saptanmasi komitesini ifade
eder.

5. RiISK YONETIMI STRATEJISI
Sirket Risk Yonetimi;

° Sirket’'in stratejik, operasyonel ve finansal hedeflerinin gergeklesmesini etkileyen
riskleri hizli bir sekilde saptamak, élgcmek, yénetmek, raporlamak ve izlemek;

. Getirilerden azami dlizeyde faydalanmak amaciyla yeni tehditlere ve firsatlara
mudahalede bulunmak igin Sirket'in risk profilini, Sirket'in risk istahi dogrultusunda
duzenlemek;

. Sirket’in stratejisi ile karar verme sureclerinde risk yonetiminin etkin bir sekilde etkili
olmasini saglamak;

° Sirket’in risk istahina uyumunu gézeterek Sirket’in sermayesini korumak;

. Etkin bir sekilde sermaye tahsisinde bulunarak optimal bir risk getiri profili elde etmek;

. Sirket’e surdurtlebilir finansal performans, gelir, rekabet giicl saglamak,

° Tutarh, glvenilir ve zamaninda risk bilgisi temin ederek karar verme slreglerini
desteklemek;

. Sirket'in 6z degerlerini pekistirerek, risk farkindaligini arttirarak, disiplinli ve bilingli rlsk _

alimi ile ilgili gtgl bir kultar gelistirerek Sirket'in itibarini korumaktir.



Adm<

| 1. Yénetisim

11

| 2. Hedef Belirleme I

3

| 3. Olay Saptama |

!

4. Risk Degerlendirme |

|

I 5. Riske Karsi Aksiyon Alma I

L

N

7. Bilgi ve letisim
alafz) sl '8

| 6. Kontrol Faaliyetleri |

-
)

5.1. Yonetisim

Yonetisimin etkin bir bi¢cimde yapilandirimasi ve uygulamaya alinmis olmasi risk
yonetiminin diger tim bilesenlerinin temelini olugturur.

5.1.1. Savunma Alanlari
5.1.1.1. Birinci Seviye Savunma Alani

is birimlerinin yéneticileri, faaliyetleri nedeniyle maruz kalinan risklerin etkin bir bigimde
kontrol edilmesi konusunda birincil sorumluluga sahiptir (“birinci seviye savunma alanr”).
Birinci seviye savunma alaninda bulunan taraflar, ikinci seviye savunma alaninda bulunan
taraflarca olusturulan risk yonetmeliklerinin ve uygulama esas ve usullerinin
uygulanmasindan sorumludur. Asagida birinci seviye savunma alaninda bulunan taraflarin
baglica faaliyetlerine drnekler verilmistir:

o) Risk degerlendirmeleri yapmak ve geriye sadece kabul edilebilir seviyedeki risklerin
kalmasini saglayacak bi¢cimde risklere karsi gerekli aksiyonlari olusturmak ve almak,

o Risk Yonetimi politika, yonetmelik, uygulama esas ve usulleri, suregleri kapsaminda
ongorulen hususlar uygulamak,

o Anahtar kontrollerin etkili olmasini saglamak.

5.1.1.2. ikinci Seviye Savunma Alani

Sirket’in risk yonetiminden sorumlu yoneticisi/uzmani veya hukuk ve uyum yoneticisi
(“ikinci_seviye savunma_alani1”), risk yonetimi faaliyetleri konusunda birinci seviye
savunma alaninda bulunan taraflara destek olur.

Asagdida ikinci seviye savunma alaninda bulunan taraflarin baglica faaliyetlerine drnekler
verilmistir:

¢ Risk Yonetimi'ne iligkin uygulama esas ve usullerine ve yonetmeliklerine uygun
davranmak ve ilgili yonetimlerce uyulmasini gozetmek,

o Kontrollerin gelistirilmesi i¢in dnerilerde bulunmak,

o Kontrollerin etkinligini gozetmek,

o Kontrol zaafiyetlerini analiz etmek ve raporlamak,

o Risk yonetimine iligkin metodolojileri olusturmak,

o Risk yonetimi faaliyetlerinin yarutulmesini saglamak,
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o Anahtar kontrol noktalarinin olusturulmasina yardimci olmak,

o is birimlerinin maruz kaldiklari riskleri belirlemelerine yardimci olmak, riskleri izlemek,
¢ Risklere karsi alinacak aksiyonlara iliskin sorumlulugun belirlenmesini saglamak,

o Sirket risk profilini ve risk istahi disindaki hususlari raporlamak ve gerektiginde bir Ust

seviyeye tasimak.
5.1.1.3. Ugiincii Seviye Savunma Alani

ic Denetim, ligiincii_seviye savunma alani gorevini icra eder. Risk Yonetimi sisteminin
etkinligi konusunda badimsiz glivence verir.

5.1.2. Riskin Erken Saptanmasi Komitesi

6102 sayili Turk Ticaret Kanunu’nda yer alan kurumsal yénetim ilkeleri ve Sermaye
Piyasasi Kurulu (“SPK”) duzenlemeleri de dahil olmak uzere yasal duzenlemeler ile
Sirket Esas Sozlesmesi’nin ilgili htkimleri dikkate alinarak goérevli ve yetkili olmak
Uzere Riskin Erken Saptanmasi Komitesi kurulmustur. Riskin Erken Saptanmasi
Komitesi; Sirket’in varligini, gelismesini ve devamini tehlikeye dusurebilecek stratejik,
operasyonel, finansal ve sair her turld riskin erken teshisi ve uygun risk yonetim
stratejilerinin uygulanmasi ile risklerin yonetilmesi amaciyla faaliyet gostermektedir.

5.1.2.1. Sorumluluk
Riskin Erken Saptanmasi Komitesi’nin gérev ve yetkileri sunlardir:

a. Sirket capinda Kurumsal Risk Yonetimi yaklasimini olusturmak, etkin bir risk yonetimi
cercevesinin tesis ve idame edilmesini saglamak;

b. Risk yonetim sistemlerinin  kurulmasi ile Sirket icinde risk yoénetimine iligskin
organizasyonel altyapilarin kurulmasi ve iglevselligin artiriimasi ilgili sistemlerin gelistiriimesi
icin 6neriler hazirlamak ve sunmak;

C. Yoénetim Kurulu’na, basta pay sahipleri olmak Uzere Sirketin menfaat sahiplerini
etkileyebilecek olan risklerin etkilerini en aza indirebilecek risk yonetim ve bilgi sistemlerinin,
sureclerini de icerecek sekilde, i¢ kontrol sistemlerini olusturmasi i¢in gorus sunmak;

d. Risk Yonetimi Stretejileri, Politikalari ile Sirket bunyesindeki risklerin yonetiimesinde
kullanilan ilgili standart ve metodolojileri belirlemek adina c¢alismalar yapmak ve Yo&netim
Kurulu onayina sunmak;

e. Sirket'in risk istahini tanimlayan, Yoénetim Kurulu’nun onayladigi stratejik plan ve
hedeflerle uyumlu politikalar hazirlamak adina c¢alismalar yapmak ve calismalari Yénetim
Kurulu onayina sunmak;

f. Risk istahi kapsamindaki gostergeleri, seviyelerine iligkin teklifi olusturmak adina
calismalar yapmak, Yoénetim Kurulu onayina sunmak; gostergeleri izlemek ve gerektiginde
sonuglari, degerlendirmeleri, tavsiyeleri Yonetim Kurulu’na sunmak;

g. Sirket’in stratejileri ve risk istahinin Sirket genelinde etkin bir sekilde uygulanmasini
saglamak;
h. Yonetim Kurulu Gyelerini, stratejik yonetim, sermaye ve kaynak yonetimi, risk profili,

risk istahi, is faaliyetleri, mali performans ve itibar dahil olmak Uzere Sirket'in risk yaratan
faaliyetleri hakkinda yeterli dizeyde bilgilendirmek, bu kapsamda Ydnetim Kurulu’na éneriler
sunmak;

i. Sermaye ve likidite seviyeleri ile aktif-pasif yapisinin; Sirket'in normal ve stresli
kosullariyla uyumlu olmasini saglamak amaciyla uygun durumlarda stres testi yapiimasi dahil
olmak Uzere i¢ slreglerinin idame ettirilmesini saglamak;
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j- Risk yonetimi ve i¢ kontrol sistemlerinin Sirket'in kurumsal yapisina ve is slreglerine
entegrasyonunu saglamak;

k. Sirket hedeflerine ulagsmay etkileyebilecek mevcut ve olasi risk unsurlarinin kurumsal
risk yonetimi sistematigi cergevesinde tanimlamak, degerlendirmek, izlemek ve Sirket'in risk
alma profiline uygun olarak ilgili risklerin yonetilmesine iliskin prensiplerin belirlenerek, karar
mekanizmalarinda kullaniimasini saglamak;

l. Sirket bunyesinde ydratilen risk c¢alismalarini  degerlendirmek ve onaylamak;
gerektiginde Yonetim Kurulu’na bilgi vermek, 6neriler sunmak;

m. Olasilik ve etki hesaplarina gore degerlendirilen risklere iliskin Sirket'te kabul edilecek
ve yoOnetilecek, paylasilacak veya tamamen ortadan kaldirilacak risklere iligskin risk yonetim
stratejilerini degerlendirmek ve énermek;

n. Bilginin zamaninda, dogru ve amacina uygun olmasini saglamak icin yonetim
raporlamalarinin gelistiriimesi ve idamesini degerlendirmek;

0. Denetim konulari ve bulgularinin son durumlarini takip etmek, alinan aksiyonlarin
etkililigini ve etkinligini degerlendirmek;

p. is Surekliligi Yonetimi'ne iliskin faaliyetlerin gdzetimini yapmak;

g. Risk yonetim sistemlerini en az yilda bir kez gdézden gecirmek ve risklerin yonetim

sorumlulugunu Ustlenen ilgili boélumlerdeki uygulamalarin, Komite kararlarina uygun
gerceklestiriimesini gbzetmek;

r. Teknik iflasi erken teghis etmek ve Yonetim Kurulu’nun bu konuda uyariimasini
saglamak;
S. Yoénetim Kurulu'na, her iki ayda bir mevcut durumu degerlendiren, varsa tehlikeleri

isaret eden ve tavsiyeleri iceren raporlar sunmak, hazirlanan raporlari denetim komitesi ve i¢
denetim birimi ile paylasmak;

t. Yillik faaliyet raporunda yer alacak olan, Komitenin Gyeleri, toplanma sikhgi, yuritilen
faaliyetleri de icerecek sekilde calisma esaslari ve Komitenin etkinligine iliskin Yénetim
Kurulu’nun degerlendirmesine zemin tegkil etmek Uzere yillik degerlendirme raporu hazirlamak
ve YOnetim Kurulu'na sunmak,

u. SPK dizenlemeleri ve Turk Ticaret Kanunu ile Komiteye verilen/ verilecek diger
gOrevleri yerine getirmek.

Komite, yilda en az 1 kez Denetim Komitesi ile bir araya gelerek denetim sonuglari ve
risk tespitlerinin uyumlarinin saglanmasini saglar.

Komite, kendi gorev ve sorumluluk alaniyla ilgili olarak degerlendirmelerini, ulastigi
onemli tespit ve Onerileri derhal Yonetim Kurulu’na yazili olarak bildirir.

Komitenin kararlari, Yéonetim Kurulu'na tavsiye niteliginde olup, ilgili konularda nihai karar
sorumlulugu Yénetim Kurulu’'na aittir.

5.2. Hedef Belirleme

Birinci ve ikinci seviye savunma alaninda yer alan taraflarin risk yonetimi faaliyetlerine iligkin
hedefleri, sirketin stratejik hedefleri ve risk istahi ile uyumlu bigimde olusturulur.

5.2.1. Faaliyetlerle Uyum

Risk yonetiminin Sirketin glnlik faaliyetlerine ve stratejik planlamasina bitlinlyle entegre
edilmesi, surdurulebilir bir rekabet avantaji kazanmak i¢in saglanir.
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Risk yonetimi fonksiyonu ile glnltk faaliyetlerimizin stratejik planlarimiz ile entegre olmasini
saglarken asagida yer alan prensipler gozetilir.

5.2.2.1. Esneklik

Sirketin risk yonetimi ¢ercgevesi, sirketin risk istahini korurken kabul edilebilir esnekliklere
imkan tanir.

5.2.2.2. Risk istahi
Risk istahi, kabul edilebilir ve onaylanmig maksimum risk seviyesi olarak tanimlanmaktadir.

5.2.2. Risk Yonetimi Prensipleri

Kabul edilebilir risk istahi seviyesi, Yonetim Kurulu tarafindan Riskin Erken Saptanmasi
Komitesi dnerileriyle belirlenir, yilda bir kez veya gerektiginde daha sik gézden gegirilir. Risk
istahi agsagidaki maddeler yoluyla isler hale getirilir.

. Risk Matrisi- Risk Seviyeleri,
. Limitler veya zorunluluklar,
. Anahtar Risk Gostergeleri tolerans seviyeleri

Risk istahi belirlendikten sonra, Sirket’in risk profili, risk istahi seviyelerine gore periyodik
olarak izlenir. Eger bu seviyeler asiimis ise ya da asilmasi ihtimali varsa, Sirket'in Komite
ve/ veya risk yonetiminden sorumlu yoneticisi/luzmani veya hukuk ve uyum yoneticisi
Onerileriyle ilgili is birimleri tarafindan gerekli 6nlemler alinir.

5.2.2.3. Risk farkindaligi

Sirket blnyesinde, ‘risk farkindaligr’ yliksek olan bir kiltlr olusturmak amaclanir. Dizenli
olarak yapilan toplantilar, egitimler ve raporlar yolu ile bu prensip uygulanir.

5.3. Olay Saptama

Olay saptama proaktif olarak ve risk degerlendirmesinin dncesinde yapilir. Olay saptamak
icin degisik teknikler vardir.

Ornegin:
. Gergeklesen olay analizleri,
. Anahtar Risk Gostergesi sonuglari,

. Dis olaylar.
5.4. Risk Degerlendirme

Risk degerlendirmenin amaci, sirket, sureg¢, proje, urun, hizmet ya da stratejiyi
etkileyebilecek 6nemli risklerin saptanmasidir. Risk Degerlendirme calismalarinin odak
noktasi, risklerin kabul edilebilir (kontrol edilebilir) dizeye cekilmesi ve belirlenemeyen
risklerin minimum diuzeyde tutulmasini hedeflemektir. Risk Degerlendirme surecinde risk
belirleme, risk degerlendirme ve risk azaltma asamalari gercgeklestirilerek bu hedefe
ulasilabilir.

5.4.1. Risk Degerlendirme Metodolojisi

Risk Degerlendirme c¢alismasinin amaci; Sirket bunyesindeki tim is birimlerinin
sureglerinde, isin dogasi geregi bulunan risklerle birlikte diger risklerin ig birimleri ile
beraber belirlenmesi, bu risklerin degerlendiriimesi ve risk azaltici aksiyonlarin
onerilmesidir.
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Risk degerlendirme surecinin asamalari goyledir:

. Riskin tanimlanmasi (neden-olay-sonug belirtilerek),

. Mevcut kontrollerin saptanmasi,

. Riskin etki ve olasiliginin olgulmesi,

. Riskin kabul edilmesi, reddedilmesi, en aza indiriimesi, transfer edilmesi,

. Aksiyon planinin belirlenmesi ve aksiyonun izlenmesi.

Belirleme Degerlendirme Risk Azaltma

Kabul edilebilir
riskler

Belirlenen riskler >

Belirlenemeyen
riskler

Kabul edilemez

TEMEL riskler

RISKLER

RISK TRANSFERI
*

Risk degerlendirme faaliyetleri ile; is birimleri asagidaki firsatlara sahip olacaktir:

. Suirecleri iyilestirme/ gelistirme,

. Daha hizli ve daha iyi risk analizine sahip olma,

. Muhtemel kontrol eksiklilerini ve zayif noktalari belirleyebilme,

. is birimleri icin kabul edilemez diizeyde olan riskleri belirleyebilme,

. Mevcut kontrollerin kalitesini 6lgcebilme,

. Yapilan iglemlerin verimliligini daha iyi bir seviyeye tasiyabilme,

. Anahtar Risk/Performans gostergelerini belirleyebilme ve takip edebilme,
. Sermayeyi etkin kullanabilme.

54.1.1. Risk Seviyeleri

Risk degerlendirmesinde, asagidaki risk seviyeleri siniflandirmasi kullanilr:

. Kritik: Bu riskler tolerans seviyesini asan risklerdir ve Sirket'in hedeflerine ve/veya
degerlerini destekleyen unsurlara etkileri yuksek seviyededir. Yonetim maruz kalinan
herhangi bir durumun belirlenmesini saglamali ve gecikmeksizin, risklerin acil ve kalici
olarak azaltiimasina yonelik Gzerinde mutabakat saglanmig bir program gelistirmelidir.

. Yuksek: Bu riskler tolerans seviyesini asan risklerdir. Risklerin uygun bir zaman
cercevesinde dnlenmesine yonelik kaynaklar belirlenmelidir.

. Orta: Bu riskler Sirket’in hedeflerine ve/veya degerlerini destekleyen unsurlara etkileri
anlaminda énemlidirler. Yonetim, risklerin zamaninda azaltilmasina yonelik aksiyon planlari
geligtirir. Durumun kotulesmesinin engellenmesi, etkili bir izleme ile saglanir.
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. Dusuk: Bu riskler Sirket'in hedeflerine ve/veya degerlerini destekleyen unsurlara
etkileri anlaminda ¢ok énemli degildir, fakat yonetim riskleri izlemeli, gerekiyorsa risklerin
onemli olmasini onleyecek uygun aksiyonu almalidir.

Risk seviyesi asagida agiklanan 3 duruma gore degerlendirilmelidir:

1. Yonetilmemis Risk (Brut Risk) : Risklerin, herhangi bir kontrol olmadigi varsayilarak
degerlendiriimesidir.

2. Yonetilen Risk: Risklerin, mevcut kontrol ortamlarinda degerlendiriimesidir.
Yonetilen risklerin degerlendiriimesi, tum ilgili kontrollerin belirlenmesini ve kontrollerin
etkinliginin degerlendiriimesini gerektirir. Yonetilmemis risklerin ve yoOnetilen risklerin
farkhliklarinin analizi/degerlendirmesi, mevcut kontrollerin etkinliginin iyi anlasiimasini
saglar.

3. Artik (Kalan) Risk: Risklerin, risk azaltma aksiyonlarindan sonra
degderlendiriimesidir. Olasi risk azaltma aksiyonu igin fayda/maliyet analizi yapilabilir. Kritik
ve yuksek risk seviyesindeki artik riskler, kabul edilemez risk seviyesinde yer almaktadirlar.
Orta riskler, istisnai durumlarda tolere edilirler ve “kabul edilebilir’ risk kapsaminda
degerlendirilebilirler. DUsUk riskler ise, “kabul edilebilir’ risk alanindadirlar. Artik risk “kabul
edilebilir’ (orta veya dusuk) risk alaninda olmalidir.

Risk degerlendirme c¢alismalarinda kullanilacak risk haritasi ve skalalar ile risk istahi;
Yonetim Kurulu tarafindan Riskin Erken Saptanmasi Komitesi Onerisi ile belirlenir.

5.4.1.2. Risk Kategorileri

Sirket riskleri, 6 ana risk kategorisinde siniflandirilir. Her bir risk kategorisine iliskin
acliklamalara asagida yer verilmigtir.

5.4.1.2.1. Stratejik Risk

Stratejik risk kategorisi; agagidakiler ile sinirli kalmamak kaydi ile;
- Stratejik planlarin etkin sekilde degerlendiriimemesi,

- Stratejik planlarin uygulamaya uygunsuz gegiriimesi,

- Varsayimlardaki beklenmeyen degisiklikler,

- Birlesme/devralmalara (M&A) iligkin riskler,

- Sermaye yapisi tercihlerinden kaynakli riskler,

- Ydénetisim yapisi, organizasyonel dizayndan kaynakli riskler,
- Risk istahi gibi stratejik hususlardan kaynakli riskleri
kapsar.

5.4.1.2.2. Operasyonel Risk

Sistem, sureg, insan, dis olaylar kaynakli risklerdir. Operasyonel risk kategorisi;
asagidakiler ile sinirli kalmamak kaydi ile;

- Yazili olmayan prosedur /suregler, Sirket i¢i dizenlemelere uyulmamasindan kaynaklanan
kontrol risklerini;

- Yetkisiz onay veya yetki asimini icerecek sekilde fakat bununla sinirh kalmamak kaydiyla
yetkisiz caligsan faaliyetlerinden kaynakl yetkisiz faaliyet risklerini;

- islem (siireg) sirasinda ortaya c¢ikan, kasit icermeyen, insan hatasi kaynakl basarisiz islem .
suregleri veya sure¢ yonetimi sonucunda ortaya ¢ikan sureg risklerini; '
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- Bilgi gizliliginin ve/veya butunligunun ve/veya erigilebilirliginin kaybi, yetersiz bilgi
glvenliginden kaynaklanan bilgi teknolojileri risklerini;

- Sirket prosedurlerinin, sistemlerinin, varliklarinin, Grinlerinin ve/veya hizmetlerinin, usulsiz
ve kanunlara aykiri ydntemler ile suistimal edilerek, personel veya Sirket disi Gglincl kisilerce maddi
menfaat saglamak suretiyle Sirket’in zarara ugratilmasi olaylarini igeren i¢ ve dis suistimal risklerini

kapsar.
5.4.1.2.3. istihdam Uygulamalar, Giivenlik, is Siirekliligi ve Gevre Riskleri

istihdam Uygulamalari, Glvenlik, is Surekliligi ve Cevre Riskleri kategorisi; asagidakiler ile sinirli
kalmamak kaydi ile;

- istihdam, Saglik, ¢alisan glvenlik, is kanunlari veya anlagmalarina aykiri uygulamalar,
personel yaralanmalari ile ilgili dava tazminat taleplerinin 6denmesi veya ayrimcilik olaylari
nedeniyle olusan temsilci iligkileri riski, ¢calisan iligkileri riski ve galisan guvenlik riskini;

- insanlarin emniyet ve giivenligini tehdit eden kisisel ve fiziksel giivenlik risklerini;

- insan, sireg, sistem ile dogal afet, iklim degisiklikleri, terérizm olaylari gibi dis olaylardan
kaynakl is surekliligini tehdit eden riskleri, kriz yonetimi risklerini;

- Cevreyi dogrudan veya dolayli olarak tehdit edebilecek faaliyetlerden kaynaklanan ve hatta
su¢ unsurunu da barindirabilecek riskleri

kapsar.
5.4.1.2.4. Regilasyon Riskleri
Regulasyon riskleri kategorisi; asagidakiler ile sinirli kalmamak kaydi ile;

- Uygulanmakta olan kanun, yasal dizenleme ve yonetmeliklere uyumda basarisiz olunmasi
(basarisiz olarak algilanmasi) sonucunda Sirket'in itibarinda hasara, yasal ya da dizenleyici
yaptirimlara veya finansal zarara neden olabilecek uyum risklerini

kapsar.
5.4.1.2.5. Piyasa Riski
Piyasa riski kategorisi; asagidakiler ile sinirli kalmamak kaydi ile;

- Sirket aktifleri ile pasifleri arasindaki uyumsuzluktan, kesin olmayan aktif/ pasif
kalemlerinden, aktifler ile pasiflerin vade, durasyon ve doviz cinsi uyumsuzlugundan kaynakh aktif-
pasif riskleri ;

- Faiz oranlarindaki degisikliklerden kaynakl riskler;
- Doviz kurlarindaki degisikliklerden kaynakli riskler;
- Likidite yonetiminden kaynaklanan riskler;

- Yatirnmlardan beklenenden daha az getiri saglanmasina neden olan yatirim stratejilerinden
kaynaklanan riskler;

- Sermaye yeterliligi ve yonetimine iligkin riskler;

- Portfoy yonetimine iligkin riskler,

- Tdrev drinlerden kaynakl riskler;

- Emtia deger dalgalanmalarindan kaynakli riskler,
- Maliyet/ fiyat dalgalanmalarindan kaynakli riskler,
- Arz/ talep uyumsuzlugu riskleri,

- Fon kaynaklari ve fon bulma kapasitesine iligkin riskleri kapsar.
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5.4.1.2.6. Kredi Riski

Kredi riski kategorisi; asagidakiler ile sinirli kalmamak kaydi ile;

- Vadeli alacaklarin yonetilmesi ve izlenmesine iligkin riskler,

- Konsantrasyon riskleri,

- Musteri kredi derecelendirmelerinin belirlenmesine iliskin riskler,

- Musteri kredi derecelendirmelerinin dagihm ve degigimlerine iligkin riskler,
- Teminat yénetimi ve seviyelerine iligkin riskler,

- Kredi riski azaltim tekniklerinin yeterliligi ve diizeyine iligkin riskleri kapsar.
5.5. Riske Aksiyon Alma Karsi

Risk degerlemesinin sonuglari baz alinarak, risk istahi diginda kalan riskler igin alinmasi
gereken aksiyonlar ve planlari belirlenir.

Risk degerlendirme sureci, butun risk ve kontrolleri yansitan bir raporla sonuglanir. Aksiyonu
alacak kisi ve aksiyonun tamamlanmasi gereken son tarih de dahil olmak tzere secilen risk
azaltma yontemlerinden hangisinin uygulanacagi belirlenir. Risk azaltici onlemler, ilgili
yonetimler tarafindan alinir.

Aksiyon alma surecinde risk azaltma stratejilerinin ¢esitli kombinasyonlarinin kullaniimasi
mumkundur. Bu stratejilere asagida yer verilmistir;

. Olayin gerceklesme olasiliginin azaltiilmasi (6rnegin sure¢ kontrollerinin hayata
gegcirilmesi, denetimi),

. Etkinin azaltilmasi (6rnek: limitler, hukuksal yontemler),

. Riskten sakinma (eder mumkunse risk yaratan faaliyetin durdurulmasi yoluyla),

. Riski kabul etme (tespit edilen riskin “kabul edilebilir’ risk profili icinde ise),

. Riski transfer etme (6rnek: sigorta yoluyla).

5.6. Kontrol Faaliyetleri

Kontroller, risk degerlendirme galismalarinda tanimlanan her bir risk igin belirlenir. Risk
sahipleri, saptanan her riski azaltmak amaciyla yeterli kontrollerin mevcut olmasini
saglamakla sorumludur. Kontrol faaliyetleri tUm organizasyonda, butin seviye ve butin
fonksiyonlarda bulunur. Mevcut bir kontroltn, riski yeterli bir sekilde yénetemedigi ya da artik
risk derecesinin daha makul bir seviyeye ¢ekilmesi i¢in gelistiriimesinin gerektigi durumlarda
aksiyon planlari olusturulur.

Kontrol faaliyetleri ile,
. Saptanan tum riskler ve bunlar ile ilgili yapilan kontrollerin izlenmesi,

. Riski en aza indirmek ya da mevcut kontroll glglendirmek amaciyla yapilan aksiyon
planlarinin, programa gore ilerlemesi,

. Tamamlanmasi gereken surede tamamlanmayan aksiyon planlarinin tespit edilmesi
ve gerektiginde ilgili yonetim mercilerine bildiriimesi,

. Tam risklerin uygun bir sekilde yonetilmesi hedeflenir.
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Riskler belirlenmeli, analiz edilmeli ve belirlenen riskler ile ilgili tum yetkili kisiler ile iletigsim
kurulmalidir. Her seviyede yonetici ve Yonetim Kurulu, sorumluluk alanlarindaki risklerden haber
olmalidir ve riskleri ydnetmek icin sorumluluk almalidir.

5.7.1. Risk Farkindaligi Kiiltiirii
Risk farkindaligi kaltarandn, iletisim ve egitim ile iyilestirilerek gelistiriimesi gerekir.
5.8. Risk izleme

izleme, Sirket'in risklerini etkin bir sekilde yénetip ydnetmediginin degerlendiriimesidir. izleme,
kontrollerin etkinligini 6lcmek, degerlendirmek, risklerin risk istahi normlari icinde ve hedeflenen risk
seviyesine paralel olup olmadidini, politikalar, ydnetmelikler, uygulama esaslari ve dizenlemelere
uygunlugunu belirlemek igin surekli yapilan bir sirectir.

5.7. Bilgi ve iletigim

izleme, sistemsel hale getirilmis ya da diger araglar tarafindan desteklenen degisik teknikler
kullanilarak gergeklestirilebilir.

izleme fonksiyonun temeli, risk degerlendirme calismalarinin giincellenmesine dayanmakla
beraber, risk istahi, limitler ile anahtar risk gostergelerinin izlenmesi, aksiyon izleme, kontrol
testleri, yazili dizenlemelerin gdzden gecirilmesi, stres testleri ve bu konudaki diger
orneklerdir.

5.8.1. Birincil izleme Fonksiyonu: is Birimleri

is birimleri, slreclerinin etkili ve kapsamli bir sekilde yapilandiriimasindan ve uygun sekilde
yurutalmesinden sorumludur. Etkili ve kapsaml bir yapilandirmanin saglanmasi igin risklerin uygun
bir sekilde azaltilmasi gerekir. Buna ilaveten, slrecler bitlin kontrollerin etkinligini strekli izlenebilir
kilacak ve bdylece ilgili uygulamayl gozetecek sekilde yapilandiriimalidir. Bu birincil izleme
fonksiyonu, 1. seviye savunma alaninda yer alan bolumlerin gunlik operasyonlarina ilave
edilmelidir. Temel kontrollerin yurtttilmesi, her zaman dokimante edilebilir ve ispatlanabilir olmalidir.

5.8.2. 2. Seviye Savunma Alani izleme Fonksiyonu: Risk Yénetimi

Sirket’in risk yonetiminden sorumlu yoneticisi/luzmani veya hukuk ve uyum yoneticisi, risk yonetimi
faaliyetleri kapsaminda, 1. seviye savunma alaninda yer alan bélumlerin risk istahina, politikalara ve
dizenlemelere uyumunun izlenmesi ve yonetimin kontrol faaliyetleri gérevini uygun sekilde yapip
yapmadiginin izlenmesinden sorumludur. Yonetime duzenli olarak izleme faaliyetlerinin sonuglariyla
ilgili risk yonetimi raporlari sunar. Risk raporlari, yeterli derinlik ve kapsama sahip olmalidir. Yeterli
derinlik ve kapsama, Sirket'in risk yonetiminden sorumlu ydneticisi/uzmani veya hukuk ve uyum
yoneticisi ve/ veya Komite karar verir.

5.8.3. 3.Seviye Savunma Alani izleme Fonksiyonu: i¢ Denetim

ic Denetim Birimi, 1. ve 2. seviye kontrol gérevi tarafindan olusturulan risk kontrol yapisinin dizayn
ve islerliginin etkinliginin degerlendiriimesinden sorumludur. Denetim raporlarini, Yonetim Kurulu’na
sunar.



